Go Back N
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timer expires!!

window (size = 8)

IACK'd |:| ieor;tACde I:Iavailable D Not available

e Very simple receiver, only accepts packets that arrive in-
order and discards others.

¢ Send each packet in window in turn, window moves on when
first packet in window is acknowledged.

» Timeout on first packet, then all UNACKNOWLEDGED packets
resent

Go Back N (Cumulative ACK)
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ACK(8)

window (size = 8)

Iack'ed D:\Zr::tack'ed I:Iavailable D Not available

¢ Should a later packet be ACKed, consider all prior packets in
the window to also be ACKed, so in other words:

> ACK is cumulative, so an ACK for a later sequence number effectively
ACKs all preceding packets.

« Lost ACK(6) and ACK(7)
+ Get ACK(8)

Go Back N in action

Sender Receiver

sendpkt —m—( pkt0

send pkt| send ACKO
send pke2  ——, ) rev pktl

send pkt3 send ACK

rcv ACKO rev pkt3, discard
send pkt4 —

rev ACKI

send pkt5 \< rev pkt4, discard
ple2 tidmezu; rev pkt5, discard

send pkt _—

send pkt3 —___ v ok

send pkt4 —— P

send pkt5 —™——, — send ACK2

Sender’s sliding window size is 4

Quick exercise

¢ In a Go-Back-N protocol, if the window
size is 63, what is the minimum range of
sequence numbers?

> A.0-62
° B.0-63
> C.0-64
> D.1-63
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Selective Repeat

NARNARAN:EHERRE. - -

. . !
timer expires!! [—/ ~ window (size = 8)

sent . not
s
I ack’ed D not ack’ed I:I available D available

e Can send fewer packets at the cost of making the protocol
more complicated.

e Packets are individually acknowledged.

¢ Only one packet resent on timer expiry.

Selective Repeat in Action

Sender Receiver
pktOsent——H0
pktO rcvd, ACKO sent
0123456789 ol12345567859
pktl sent

pktl revd, ACKI sent
01[2345]6789

0123456789
kt2 t
(0123456789 19

pkt3 sent
pkt3 rcvd, ACK3 sent

0123456789
(0123 phes red ACKS sene

ACKQO rcvd, pkt4 sent
0({1 23456789 pkt4 rcvd, ACK4 sent
oke5 sent 0123456789

ACKI revd
1] I-Z 3456789 pkt5 rcvd, ACKS5 sent
: / 0[2345]6789
pl meout, pkt2 sent
0112345/6789

pkt2 rcvd, ACK2 sent

012345p789 ]

Quick exercise

* In Selective Repeat, if 5 is the number of
bits for the sequence number, then the
maximum size of the sliding window must
be
> A IS5
°B. 16
o C.3I
°D. 1

User datagram protocol

» Connection-Less
° (no handshaking)

* UDP packets (Datagrams)

> Each application interacts with UDP transport sw to produce

EXACTLY ONE UDP datagram!
Application

[UDPheaderl Application data ’<:/

encapsulated in
exactly 1 IP packet

| IP header |UDP headerl Application data

This is why, improperly, we use the term UDP packets
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UDP datagram format

8 bytes header + variable payload

9 ! 15 23 31« UDP length field
source port destination port > all UDP datagram
length (bytes) Checksum > (header + payload)
» payload sizes allowed:
Data > Empty (0)
> 65527 bytes (65535-8)

» UDP functions limited to:
> Error checking
which may even be disabled for performance
° addressing

which is the only strictly necessary role of a transport protocol

IPv4 pseudo header

e The pseudo header is only used for the checksum
computation

0 7 15 23 31
Source IP address
Destination IP address 12 bytes
pseudoheader
00000000 | protocol UDP length
Source port Destination port 8 bytes UDP header
UDP length checksum f
data

Quick exercise

* Which of the following is not true about disabling
checksum?

> A.Checksum in UDP is not always necessary since IP packet
checksum includes packet payload.

> B.UDP checksum is often disabled to speed up implementation.

> C.Lack of UDP checksum is tolerable for communication in
LANSs.

> D.Lack of UDP checksum is definitely dangerous in the Internet.

UDRP: a lightweight protocol

* No connection establishment

° no initial overhead due to handshaking
¢ No connection state

o greater number of supported connections by a server!
* Small packet header overhead

> 8 bytes only vs 20 in TCP

e originally intended for simple applications, oriented to short
information exchange

> DNS

> management (e.g. SNMP)

o Distributed file system support (e.g. NFS)
o etc
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Unregulated send rate in UDP

¢ No rate limitations

¢ No re-transmission

e Extremely important features for today
multimedia applications

e Be careful: UDP ok for multimedia because it

does not provide anything at all (no features =
no limits!).

Quick exercise

* Which of the following about UDP is

correct?

> A.UDP supports a self-regulating "throttle"
feature that prevents network saturation

> B. UDP consumes fewer computer resources
by not maintaining connection state

> C.UDP guarantees that individual packets of a
transmission will arrive "in order”

> D.None of the above

Question to ponder

* Why would a TCP and UDP "phone call"
likely have equivalent performance
characteristics in practice?

RTP: sublayer of transport

Application
RTP
~ Transport
ubpP
IP Real Time Protocol
(RTP, RFC 3550)
Lower layers Accompanying protocol: RTCP
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Connection Oriented Transport

¢ Process to process
* Sequenced, error free

¢ Flow and congestion
control

» Bit errors
* Losses

e Delay

e Reordering

¢ Fragmentation

TCP

* point-to-point:
° one sender;, one receiver ° bi-directional data flow in same
° no multicast connection

o full duplex data:

¢ connection-oriented:

e reliable, in-order byte steam:
° no “message boundaries”

= handshaking (exchange of control
msgs) init’s sender, receiver state
before data exchange

socket
door

Quick exercise

* TCP does not support virtual circuit,
why?
> A.TCP relies on IP and IP does not support
virtual circuit
> B.TCP maintains connection information at
two communicating end systems only

 C.Virtual circuit can only be established at the
network layer

> D. None of the above

The TCP Header

¢ Byte stream sent as sequence of segments
> Segment may be 0 to 64k bytes

Offsets Octet ] 1 2 3
Octet Bit 01 2 3 4 5 6 789101112 13 14 1516 17 18 19 20 21 22 23 24 25 26 27 28 29 30 31
[} ] Source port Destination port
4 32 Sequence number
8 64 Acknowledgment number (if ACK set)
Reseved y CE U/A PR S F
12 | 96 Data offset gWC /R C i8IS /Y T Window Size
RE G K H T NN
16 | 128 Checksum Urgent pointer (if URC set)

20 160 Options (if Data Offset > 5, padded at the end with "0" bytes if necessary)
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